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1. Background
In compliance with "Law of Republic of Tajikistan оп combating the iegalization of

criminal proceeds, terrorism financing, and financing of the proliferation of weapon of mass

distruction'', Tajikistan counter financing of terrorism law, list of suspicious transaction and

activities provided Ьу National Bank of Tajikistan, spitamen bank has adopted а comprehensive

approach to manage the risk of money laundering/terrorist financing and has developed an

AML/ СFТ framework articulated in this policy,

The policy provides goveming principles for managing the дмL/сFт and kyc

framework, and shall Ье supported with relevant procedures and methodologies for

identification, assessmen! control and monitoring of such risks keeping in check the Bank's

business and regulator specific compliance requirements,

The policy aims at managing mопеу laundering and terTorist financing risks and also

oversees its implementation besides ensuring that issues arising out of these activities are

resolved effectively and expeditiously.

2. Introduction
This policY has been developed in the basis of the provisions of Tajikistan banking

law, Tajikistan AML/ СFТ laws & regulations, in оrdеr to;

о Meet the requirements of concerning laws/ regulation,

о protect bank & its system frоm being used Ьу money launderer & terrorist financer

&

. Safeguard the integrity of the country's financial system.

This policy at the mасrо level is ап embodiment of the bank's approach to

understand, identify, mеаsurе/ mitigate & manage the risk of money laundering and terrorist

financing. It aims at ensuring the availabiliý of adequate procedures that are required to fight

money laundering & terrorist financing.
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3. Definition of Money Laundering & Terrorist Financing
3.1. Мопеу Laundering:

Money Laundering is the process Ьу which criminals attempt to disguise the true

origin of the proceeds of their criminal activities Ьу the use of the financial system so that after а

series of transactions, the money/ its ownership and the income earned fTom it appear to Ье

legitimate. Дссоrdiпg to FАтF, money laundering is the processing of criminal proceeds in order

to disguise their illegal origin. This process is often achieved Ьу converting the original illegally

obtained proceeds from their original form, usually cash, into other forms such as deposits or

securities and Ьу transferring them from one financial instifution to another using the account of

apparently different persons or businesses.

Generally, the mопеу laundering process consists of three "stages":

Placement: The introduction of illegally obtained money оr other valuables into

financiaI or nonfinancial institцtions.

Layering: Separating the proceeds of criminal activity from their Source through

the use of layers of complex financial transactions. These layers are designed to hamper the

audit trail, disguise the origin of funds and provide anonymity,

Integration: Placing the laundered proceedsback into the есопоmу in such а way that

they re-enter the financial system as apparently legitimate funds.

These "stages" are not static and overlap broadly. Financial instifutions may Ье

misused at any point in the mопеу laundering process.

3.2. Terrorist financing

Terrorist financing is the financing of terrorist acts, and of terrorists and terrorist

organizations. The term terrorist refers to any nafural Person who: (i) commits, оr attempts to

commit, terrorist acts Ьу any means, directly or indirectly, unlawfully and willfully; (ii)

participates as an accomplice in terrorist acts ; (iil) organizes оr directs others to commit

terrorist acts ; оr (iv) contributes to the commission of terrorist acts Ьу а group of peTsons

acting with а соmmоп рчrроsе where the contribution is made intentionally and with the aim
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of furthering the terrorist act оr with the knowledge of the intention of the group to commit а

terrorist act.

4. Anti-Money Laundering and Combating Terrorist Financing
Bank is required to establish effective customer due diligence рrоgrаm that is based

on the requirement of local laws & regulations as well as international standards & best

practices, to prevent money laundering and terrorist financing.

Bank should know the true identity of their customers, detect and examine suspicious

transactions, and report any such suspicions to the NBT (FIU).It shall establish its customer due

diligence (KYC) procedures & minimum сritеriа in their CDD program that is to Ье observed in

its customer relationships applying the Tisk-based аррrоасh to Ье аЬlе to demonstrate to the

supervisor how it assesses the risks of mопеу laundering related to its customer relationships

and activities, and how it identifies its customers and knows and monitors their transactions and

use of services.

4.1. Necessary Steps in AML& СFТ
а) Detect

1. Out of pattern transaction Monitoring;

2. Identification of suspicious transactions /Customers;

З. Reporting of suspicious transactions to FIU;

4. Screening of customer accounts at the time of opening new account/data of

existing accounts and transactions with list of prescribed entities/individuals

under sanctioned lists -UNSC resolutions, оFАС, US, UK, EU Financial

sanctions, and lnternal watch-list.

Ь) Deter

1. Exercising Due Diligence for opening new accounts and dealing with existing

customers;

2. Understanding KYC policy;

3. NBT Laws & Regulations and internal Policies on AML /СFТ;

4, Guidelines for account opening;



5. Appointment of Compliance Officers;

6, Periodic updating of customer's information (KYC Renewal) ;

Regular review of daily transactions;

Refuse bank services/active assistance in transactions which in the opinion of the

bank are suspected to Ье associated with money derived from illegal activities.

с) Prosecute

мопеу laundering offences аrе prosecuted Ьу govemment through establishment

of Financial Lrtelligence Unit (FIU) in the NBT with active assistance of govemment

agencies.

5. AML/ СFт Legal and Regulatory Frаmеwоrk in Tajikistan
The existence of legal and regulatory fTamework to combat money laundering and

terrorist financing is the crucial and an integral element of а sound anti mопеу laundering and

terrorist financing regime. Financial Action Task Fоrсе recommends that countTies should

criminalize mопеу laundering and terrorist financing with а view to include the widest rап8е

of predicate offenses.

Tajikistan AML/ СFТ legal and regulatory framework has enabled financiai

instifutions and designated non-financial business and professions inside the countTy to

develop their policies and procedures in fighting money laundering and terrorist financing.

NBT is the primary financial regulator/ financial supervisory authority in the

country and operates чпdеr the law "Оп the National bank of Tajikistan".

The basic responsibilities of National bank of Tajikistan аrе to;

Formulate, adopt and execute the monetary policy of Tajikistan;

Formulate, adopt and implement сurrепсу policy and Tajikistan сurrепсу arrangements;

Hold and manage the official foreign exchange reserves of Tajikistan;

Print, mint and issue Tajikistanis banknotes and coins;

,l,
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о дсt as banker and adviser, and as fiscal agent of the state;

о License, regulate and supervise banks, foreign exchange dealers, mопеу service providers,

payment System operators, securities service pToviders, and securities transfer system

operators;

о Establish, maintain and promote sound and efficient systems for payments, for transfers of

securities issued Ьу the State or NBT, and fоr the clearing and settlement of payment

transactions and transacfions in such securities,

The primary objective of the Policy is to prevent оur branch network frombeing used,

intentionally оr unintentionally, Ьу criminal elements for money laundering or terrorist financing

activities. The policy is proposed to serve the following purposes:

1. То prevent criminal elements frоm using our branches for mопеу laundering

activities;

2. То епаьlе the branches to know/ understand the customers and their financial

dealings better which, in furn, would help to mana8e risks prudently;

з. То put in рlасе appropriate controls for detection and reporting of suspicious

activities in accordance with applicable laws/laid down pTocedures;

4.Tocomplywithapplicablelawsandregulatoryguidelines;

5. то ensure that the concemed staff are adequately trained in KYC/AML/CFT

procedures;

6. То prevent the Bank frоm being exposed to reputational damage and financial loss

in relation to non_compliance with applicable дмL_сFт standards;

7. То detect, deter and prevent mопеу laundering, associated predicate offences and

tеrrоrism financing;

8. то protect the integrity of the Bank from illegal activities and illicit fund flows;

g. То ensure effective monitoring of the measures implemented and decisive actions

against МLЛF threats.

This policy shall Ье applicable to all the branches/offices of the Bank and shall Ье

read in conjunction with related operational guidelines issued from time to time,



6. Responsibilities of Тор Management
The Тор Management of the Bank shall Ье ultimately responsible for ensuring

compliance with applicable stafutes, regulations, internal policies and guidelines and ethical

standards. In case of cross border businesses, the Тор Management shall Ье responsible for

ensuring compliance with applicable laws and regulations prevailing in various jurisdictions

where the business is undertaken. The Тор Management of the Bank shall Ье responsible for

implementation of the Bank's AMLi СFТ Policies, procedures and its associated requirements.

They shall also Ье responsible fоr the adequacy of processes, systems, policies and procedures

thatwouldcreateanaPРroPriateenvironmentformanagingAML/CFT&compliancerisks.

The bank's Board of Management is responsible for establishing AML/ сFт &

compliance policies that contains the basic principles to Ье approved Ьу the Board of

supervisors and explains the main processes Ьу which дмL/ сFт & compliance risks are to Ье

identified and managed through all levels of the organization.

The compliance department should advise the Board of supeTvisors and Board of

Management on the bank's compliance with applicable laws, rules and standards and keep them

informed of developments in the area. It should also help educate staff about compliance issues,

act as а contact point within the bank for compliance queries from staff members, and provide

guidance to staff on the appropriate implementation of applicable laws, rules and standards in

the form of policies and procedures and other documents such as compliance manuals, intemal

codes of conduct and practice guidelines.

То Ье effective, the compliance department must have sufficient authority, stature,

independence, resources and access to the Board of supervisors. Board of Management should

respect the independent duties of йе compliance friction and not interfere with their fulfilment.



7. Responsibilities of Chief Compliance Officer
The Chief Compliance Officer of the Bank shall Ье appointed with the

recommendation of the Board of supervisors.

The chief compliance officer shall report to the board of supervisors and shall be

responsible for ensuring effective implementation of the ДмL/ сFт & compliance policies and

procedures, and other compliance initiatives, coordinating the identification and management of

the Bank's дмL/ сFт & compliance risks and supeTvising the activities of other compliance staff,

The Chief Compliance Officer shall assist the Bank's Тор Management in managing

effectively the ДмLi сFт & compliance risks faced Ьу the Bank and would Ье responsible for

providing clarifications оп issues or сопсеrпs relating to the Bank's дмL/ сFт & compliance

policies, guiding о the compliance staff in perfoTmance of risk assessments and reviewing the

results of the дмL/ СFТ risk assessments, compliance risk reviews and compliance monitoring

and testing programs.

The Chief Compliance Officer shall be responsible for developing and maintaining

the ДмLi сFт & compliance policies including the approval/reporting of exceptions thereto,

maintaining oversight of the activities of the compliance department of Bank and

implementation of the ДмL/ сFт & compliance policy and compliance risk management

framework across the Bank.

Further, the Chief Compliance Officer shall Ье responsible for maintaining а

relationship with the regulators supervising the Bank and act as the key interface between the

Тор Management of the Bank and the regulators.

Furthermore; The chief compliance officer shall participate in the discussion

between the Bank and the NBT (Fru) if any.
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8. Responsibilities of Compliance Department

The Compliance department shall work with the Business Units,Internal дudit, and

Legal depaTtment to ensure that compliance activities are aligned with business objectives, It

would provide an independent and objective perspective on emerging compliance issues, The

CompliancestaffwillhaveareportingrelationshiptotheChiefComplianceOfficerandwould

beresponsibleforimplementingthecomplianceframeworkacrosstheBank.

The responsibilities of the compliance department shall Ье disseminated via

regulatory guidelines/instructions to business units, provide guidance in the implementation of

the ДмL/ сFт & compliance policies and compliance framework to the compliance staff and

respondtoAML/CFT&compliancerelatedrequests/queriesofemployees.

The compliance department shall also Ье responsible for deveioping and

maintaining the compliance for all regulatory reporting, disseminating the same to the relevant

BusinessUnits,monitoringtheimplementationofthefindingsfromAMLiCFT&compiiance

risks reviews оr regulatory inspections, pToviding guidance to the Business units on corrective

action to Ье taken for identified ДМL/ сFт CDD & compliance breaches/incidents, and tracking

the breaches/incidents and their appropriate resolution,

TheCompliancedepartmentshallidentifycompliancefailuresinthebankusingthe

internaiauditandconcurrentauditasafeedbackmechanism.Summaryofallauditreportswill

bemarkedtoChiefComplianceOfficer.Itwillgothroughthesummaryofallaudit/inspection

reportsand.rectificationreportsregularlytoenableittoidentifycompliancefailuresinthebank

TheCompliancedepartmentshallmonitorandtestcompliancebyperformingsufficientand

representative compliance testing and report the results thereof to the Sепiоr management,

WhileperfoTmingdutiesComplianceDepartmentshallhavealltherightstohave

accesstoallkindofobtainedinformationofclientsandbeneficiaries.
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9. Policies and Procedures
TheBankshallhaveandeffectivelyimplementinternalpolicies,procedures,Systems,

controls and customer acceptance policy that clearly indicates sitцations when а customer will Ье

rejected.

This policy is intended to address the following:

1.Riskevaluationofthecustomer,products,Services,geographiciocations,and

delivery channels as well as transactions;

2. Identification and verification of the customer and beneficial owner including

walk.inioccasionalcustomers,andpoliticallyexposedperson(s);

3. Application of customer due diligence measures;

4.MaintainingrecordsandinformationobtainedintheCDDprocessand

inf ormation of transactions;

5.Monitoringoftransactions,includingmonitoringtoidentifyunusualor

suspicious transactions;

6. Reporting to FIU of threshold transactions;

7. Reporting to FIU of suspicious transactions;

8.Ensuringthatinternalpolicies,procedures,systemsandcontrolsaresubject

to independent testing and review;

9.TheappointmentofaChiefComplianceofficeratSeniorManagementlevel

toensurecompliancewiththeprovisionsoftheAML/CFTlawandtheNBTs

regulation thereon;

10.Ensuringhighstandardswhilerecruitingemployees.Thisshallinclude

separaterequirementsforemployeesinmanagementpositionsorinpositions

perceivedtohavegreateTexPosuretomoneylaunderingorterrorist

financing;

11.Establishingtrainingprogramsandprovidingon-goingtrainingstoallnew

andexistingemployees,directors,boardmembers,executiveorsupervisory

management;

12. Other arrangements as prescribed Ьу the NBT, 
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TheBankshallensuTethatallofitsintemalpolicies,procedures,systemsandcontTois

remain consistent with the risks and complexity of operations and аrе adopted Ьу the bank's

BoaTd of Supervisors and shall be applicable to all domestic and foreign bTanches if any,

10. Risk Assessment
The Bank shall assess and understand its money laundering and terrorism

financing risks, including of new products or technologies, The risk assessment and any

underlying analysis and information shall Ье documented in written fоrm and Ье kept

updated and Teadily available for NBT to review at their request,

TheBankshalldocumenttheriskassessmentsinordertobeabletodemonstrate

their basis, keep the assessments updated, and make the documents of the processes and

the risk assessment documentations available to NBT upon request,

10.1. ML/TF Risk Assessment of the Business

InthiscontexttheriskisdefinedaS,,afunctionoflikelihoodofoccuTrenceof
riskeventsandtheimpactoftheriskevents,,.Thelikelihoodofoccurrenceisacombination
ofthreatandvulnerabilities,orinotherwords,riskeventsoccurwhenathreatexploits
vuherabilities. дссоrdiпglу, the level of risks сап Ье mitigated Ьу reducing the size of the

threats, vuhrerabilities or their impact,

10.3. Risk Management

TheML/TFriskofeachbankisspecificandrequiresanadequaterisk
management approach/ corresponding to the level and structure of the risk, and to the size

of the bank. The objectives and princif,les of NBTs risk management should enable entities

to establish а business strategy, risk appetite, adequate policies and рrосеdurеs, pTomote

high ethical and professional standards and prevent entities from being misused,

intentionally or unintentionally, for cTiminal activities,

ML/TFriskmanagementrequiresattentionandparticipationofseveral
business units with different competences and responsibilities. It is important for each

business unit to precisely know its role, level of authority and responsibility within the

bank's organizatiЪnal structure and within the structure of ML/TF risk management,

10.3.1. Role of Management

Management gives direction to its business activities Ьу setting the risk appetite,

formulating objectlves and making strategic choices from which subsequently policy and

procedures are derived. Management should Ье аЬlе to determine the ML/TF risks of the

business and take these into account in the bank's ultimate goals and strategies,

Documentation and communication of strategy, policies and procedures are important for

theiT actual implementation. Tools in this respect are, for instance, mission statements,

business principles or strategic views. Management will also give direction to setting up,

implementing and monitoring the NBTs control framework and willbe responsible for the

strategic choices to Ье made and decisions to Ье taken in that respect,
13



Management's leadership abilities in and commitment to the prevention of

money iaundering and terrorism financing are important aspects of imp,[ementing the risk-

based аррrоасh. Management must 
"лй,r.ug" 

regulatory compliance and ensuTe that

employees abide Ьу intemal procedures, policies, practices and processes aimed at ML/TF

risk mitigation and control. Management should also promote ап ethical business сulturе

and ethical behavior.
10.4. МLЛF Risk Monitoring and Review

ManagementshouldbeabletoadequatelymanageMLлFrisks,toverifythe
level of implementation and functioning of the мLлF risk controls, and to ascertain that

the risk mапаgеmепt mеаsurе, .оrr"rрЪ,,d to the bank's risk analysis, The bank should

therefore establish an apPloPriate and continuing Process for МLдF risk monitoring and

review. This procer, *ill be done Ьу the business control function to епsurе on а regular

basis that all processes are implemented; the compliance function to periodically monitor if

the policies are a,dhered to and systems ате in рlасе; and the audit function to assess if the

дмL/сFТ policies and process аrе conform the law and are performed in an adequate way,

Regular reports to management shouid contain the results of the monitoring

ProceSS/ findings of intemal controls, reports of organizational units in сhаrgе of

compliance and risk management, reports of internal auditing, reports of the person

authorized fоr detecting, monitoring and reporting any suspicious transactions to FIu, as

well as the findings contained in the sup"r"isor,s on_site examination reports оп AML/CFT,

Management should ье fumished with all important information which will

enable it to verify the level of дМL/СFТ controls, as well as possible consequences for the

banks'business if controls are not functioning рrоретlу,

The risk reports should indicate if appropriate control measures аrе established

and adequate and fully implemented for the bank to protect itself from possible ML/TF

misuse. The monitoring and review process should include the appraisal of ML/TF risk

exposure for all customers, products and activities, and ensure the implementation of

ProPercontrolsystems,withaviewtoidentifyingandindicatingproblemsbeforeany
negative consequences for the bank's business occur, This рrосеss may also alert the bank

to апу potential failures, for instance failure to include mandatory legislative components

in the дмL/сFт policies and procedures, insufficient or inapprclpriate customer due

diligence, or level of risk аWаrепеSs not aligned with potential exposure to ML/TF risks,

The bank must keep the ML/TF risk assessment up to date Ьу setting up and

describing the process of periodically reviewing the risk assessment, The bank must

therefore also stay up-to-date with ML/TF methods and trends, intemational developments

in the area of дмLiсFт, and domestic legislation, such а review can also include an

assessment of the risk management resources such as funding and staff allocation and may
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also identify апу future needs relevant to the паtцrе, size and complexity of the bank's

business.

MoreoveT, review should also Ье conducted when the business strategy or risk

appetite of а bank changes or when deficiencies in the effectiveness are detected, when the

bank is to introduce а new product or activity, ап ML/TF risk analysis of that pToduct is to

ье conducted before offering that new product or services to existing or new customers,

а.

ь.

с.

d.

е.

f.

11. Customer Screening Program
Thebankshallusethefollowin8resourcesforscreeningcustomers:

UNSCs

ОFАС (Office of Foreign Asset Control)

Еurореап Union

officeofFinancialSanctionsImplementation(OFSI)

Internal lists provided Ьу NBT

Banks own list of suspicious customers

The lists аrе being updated in intemal Program of the Bank (Оrасlе FlexCube)

for the puIpose of screenin gгr.24hours after update of the lists Ьу authorized bodies,

Transactionsoflistedindividualsandentitiesalsotransactionsrelatedtolisted
individuals or entities are subject to immediate stoppage and information related to such

transaction being sent to FIU for assessment,

The bank freezes the assets of listed individuals and entities immediately

without prior warning,

р. politically Exposed persons and risk Measure

TheBankshallestablishappropriateriskmanagementsystemstodetermine
whether а customer оr beneficial owner is а politically exposed person (рЕр) and if so, shall

аррlу the following additional customer due diligence measuTes:

а. Obtain approval from senior management (СЕО & in absence of СЕО Ьу

othermembersofthemanagementoftheBank)beforeestablishingor
continuingabusinessrelationshipwithsuchaPersonorbeneficialowner;

b.Takeallreasonablemeasurestoidentifythesourceofwealthandfundsof
customersandbeneficialownersidentifiedasPEPs;

с. Apply enhanced ongoing monitoring of the business activities,

12.1. ProceduTes for determining whether а customer or beneficial owner is РЕР shall

include:
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1.Seekingrelevantinformationfromthecustomerorbeneficialowner;

2.AccessingandreviewingavailableinformationfromanyreliableSource

about the customer or beneficial оwпеr;

3.AccessingandreviewingcommercialelectronicdatabasesofPEPs,if

available,

].2.2. The Bank applies consistent monitoring of PEPs activities,

13. Correspondent Banking Relationship
Before entering into а сrоss-Ьоrdеr corresPondent banking relationship оr оthеr

similar reiationships, in addition to performing normal customer due diligence mеаsurеs

the Bank shall:

Gather sufficient information about the rеsропdепt bank;

Understand the nature of the respondent's business;

Evaluate the reputation of the respondent institution and the quality of

supervisiontowhichitissubject,includingwhetherithasbeensubjecttoa

moneylaundeTingoTterroristfinancinginvestigationorregulatoryaction;

Evaluate the anti-money laundering and combating the financing of

terrorism controls implemented Ьу the respondent bank;

obtain approval from senior management before establishing пеw

correspondent Telationships, clearly understand and document the

respectiveanti-moneylaunderingandcombatingthefinancingofterrorism

Tesponsibilities of each bank;

6.obtaincopiesofcorTespondentbankspolicies&procedureswithregardto

compliance;

7. AML/CFT, customer acceptance, intemal control measures etc,;

8. Other measures considered necessary,

correspondent relationship with nonbanking instifutions will not Ье established,

Establishing relationship with shell banks, unlicensed banks, unlicensed financial instifutions,

banks allowing opening anonymous/numbered account is prohibited,
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].4. Some Red Flags or Indicators of STR
Following аrе Some of the indicators оr red flags which mау help compliance

officers of Banks in Tajikistan to identify suspicious transaction and suspicious activities,

The list of suspicious transaction and activities is provided Ьу NBT (FIU):

1'Customerhasanunusualorexcessivelynervousdemeanor'

2'Customerdiscussesyourrecord-keepingorreportingdutieswiththe

apparent intention of avoiding them,

з, customer threatens ап employee in an effort to discourage required record-

keeping оr reporting.

4. customer is reluctant to proceed with а transaction after being told it must

ье recorded.

5. Customer aPPears to have а hidden agenda or behaves abnormally,

6. Customer who is а public official oPens account in the паmе of а family

mеmьеr who begins making large deposits not consistent with the known

sоurсе of legitimate family income,

7. Customer who is а stцdent uncharacteristically transacts large sums of

money.

8. Дgепt, attorney оr financial advisor acts for another person without proper

documentation such as а роwеr of attomey,

9. А business customer is reluctant to reveal details about the business activities

or to provide financial statements оr documents аьоut а related business

entity.

10. customer is unwilling to provide personal background information when

opening an account.

дftеr identifying suspicious transaction, the Bank sends STR to regulatory body,

15. Staff Safety
дll the staff of the bank, employees, officers and related person's infoTmation

and details; who conducts/conducted STR, SдR and related investigations & report against
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а mопеу laundering оr terrorist financing suspect shall Ье protected against disclosing their

паmеs and details to any third parties,

No criminal civil disciplinary or administrative proceedings fоr breach of

banking оr professional sесrесу or contract shalllie against the Bank its directoTs, principals,

officers, partners, professionals оr employees who in good faith have submitted suspicious

reports or provided information to FIu, even if they did not know precisely what the

underlying criminal activity was, and regardless of whether illegal activity actually

occurred.

16. New products and business practices
Before launching new products, services and business practices or using new

technologies the сопсеrпеd department shall obtain sign off from Compliance department

in the New products, Services and Technologies apProval form Ьу submitting all the

Televant supporting documents for their review, The department shall identify, assess and

take appropriate measures to manage and mitigate the mопеу laundering or terrorism

financing risks that may arise in relation to:

a.Thedevelopmentofnewproducts,servicesandnewbusinesspractices
includingnewdeliverymechanismsforproductsandservices;

ь. The use of new or developing technologies fоr both new and existing

products,

17. Internal Policies, Procedures, Systems and Controls
TheChiefComplianceofficerandothercompliancestaffshallhavetimely

access to customer identification data and other CDD information, transaction records, and

other relevant information. The Chief Compliance Officer shall have the authority to act

independentlyandtoTeportdirectlytotheBoardofSupervisors.

The Board of Supervisors of the Bank shall periodically review the Bank's

compliance with the requirements of the дмL/сFт Law and the NBTs Regulation оп

дмL/стF. such regular reports to the Board of supervisors shall include а statement on all

suspicious transactions deiected, implications and measures taken Ьу compliance staff to

strengthen the financial institцtion's ДМL/СFТ policies, pToceduTes, systems and controls,

Reports on suspicious transactions shall Ье gепеrа1 and not include any information оп

specific transactions or customers,

The Board of supervisors shall also Ье informed of the results of апу onsite

inspections conducted Ьу NBT, including remedial actions required to Ье implemented Ьу

the Bank.
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The Bank shall maintain an adequately resourced and independent audit

function to ensure that the Chief Compliance Officer and staff of the Bank are performing

their duties in accordance with the bank's AML/CFT internal policies, procedures, systems

and controls.

TheBankshallestablishscreeningprocedureswhenhiringemployees.Such

screening procedures shall include fit and proPer requirements to Ье applied when hiring

employees. More stringent fit and prop"i requirements are required for employees in

management position, о, ir, positions per."ived to have greater exPosure to mопеу

laundering or terrorist financing. Bmplbyee screening procedures and fit and рrорет

requirements shall епsurе that:

a,Employeeshavethehighlevelofcompetencenecessaryforperformingtheir
duties as set out in their job descriptions;

b.Employeeshaveappropriateabilityandintegritytoconductthebusiness
activities of the bank;

c.PotentialconflictsofinterestsaTetakenintoaccount,includingthefinancial
backgTound of the employee;

d, Fit and proper and code of conduct requirements аrе defined;

e.Personsconvictedofoffencesinvolvingfraud,dishonesty/moneylaundering
or other similar offences аrе not employed Ьу the bank,

Thebankshallreviseitspoliciesonceinayearoraswhenamaterialchange
occurs in the дмL/сFт laws and ,"grrlutior,, of Tajikistan or in the International arena. The

policy will be drafted aS Per the regulations of NBT and relevant regulators; the same shall

il" рr'r'in forth for Board of Supervisors approval,

18. Record Keeping Requirements
The Bank shall maintb r".ord, of the following infoTmation:

a,CopiesofallrecordsobtainedthToughthecustomeTduediligenceProceSS
underincludingdocumentsevidencingtheidentitiesofcustomersand
beneficial оwпеIs/ ассоuпt files and Ьrrrй"r, correspondence, for at least five

years after the business relationship has ended оr а transaction with а

customerwhodoesnothaveanestablishedbusinessrelationshipwiththe
bank has been carried out;

b.Allrecordsoftransactions,domesticandinternational,attemptedoT
executed for at ieast five years after:

Otheattemptorexecutionofthetransaction;



relationship with the bank has Ьееп carried out,

c.Allothernecessaryinformationanddocumentsthatbank/relevant
departmentpresumestobenecessaryincludingrecordsrelatedtothestaff
rewards,recordsofthetrainingseventssuchas;attendances,training
materials & certificates of participation, staff attendance records etc, for the

period of not less than five years,

19. Staff Training
The Bank shal1 епsurе adequate training to staff in the requirements of this

policy and shall continually update the skills of the staff as per the requirements and change

in situations. The training shall include real-world examples of transactions that constituted

mопеу laundering and brTorist financing, and ап awareness of the role that staff рlау in

the overall process of detecting and p.",iJbi"g mопеу launderers and terrorist financers,

CompliancedepartmentshallprovideadequateAML/CFT&CDDtrainings
(such as дмL/ сFт & CDD laws, ,"g,rй,iопs, policies, procedures, intemational best

practices & standards) at least annually,io all relevant depaTtments, branch managers, local

andprovincialbranches,complianceofficersatheadoffice&branches,respectedmembers
of board of supervisors and, boaTd of management,

TrainingsbycomplianceDepartmentaregoin8tobepTovidedbothonlineand

offline. with the purpose of maintaining consistent training рrоgrаm, leaming materials

are made available online,

20. Anti-Bribery and Corruption measures

ForthePurPoSeofpreventingbriberyandcorruptiontheBankshall:

the business relationship has ended

Transaction with а customer who does not have an established business

а. Limit the amount of gift can Ье received

should not exceed 50 somoni),

frоm customer (value of the gift

b.Implementenhancedmeasureswhileperformingtransactionswith
govemment officials,

с. Implement other measures considered necessary,

Compliancedepartmentshallprovidetrainingsrelatedtoanti-briberyand
corruption as well as ethics related issues to the staff,
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2].. Final Provisions
CurrentPolicyshallbeeffectivefromthedateofitsapproval.

In case of non-compliance with the requirements of this Policy Ьу authorized

individuals/ necessary -"urrrru, shall Ье taken against them in accordance with the

requirements of the legislation and intemal procedures of the Bank,

дt the time of changes to law of AML/CFT, changes in regulatory acts of

National Bank of Tajikistan, current Policy will be amended,

Reviewed&RecommendedbyChiefComplianceofficerforдpproval.
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